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Abstract of the contribution: This contribution provides updates to AF influence traffic steering procedure to describe PCF operation depending on UE location, which requires event subscription for the UE location change. Also it updates Npcf_SMPolicyControl_Get request to include UE location.
Discussion

AF can request AF influence traffic steering to PCF including temporal validity condition or spatial validity condition.

/* quoted from 23.501 */

5)-
Information on when (temporal validity condition) the traffic routing is to apply.

NOTE 4:
This allows to provide an expiry time for the AF request.
6)-
Information on where (spatial validity condition) the UE(s) are to be when the traffic routing applies.

/* end of quoted */

In order to realize PCF behaviour for these, PCF needs to store and to determine whether theses temporal or spatial condition are met. Temporal condition can be determined in PCF itself. But for spatial validity condition, PCF needs to know UE location information. 
In addition, AF influence traffic steering works for mobile edge computing feature – local routing and traffic steering to the application in the local data network that close to UE’s location. When the PCF updates policy rule to the SMF, the PCF can compose traffic steering rule (e.g., list of DNAIs) based on the current UE location rather than provides all requested DNAIs to the AMF. Therefore, it is required PCF to be aware of UE location.
PCF can get UE location during PDU session establishment procedure or PDU session modification procedure. For, PDU session establishment procedure, SMF invokes Npcf_SMPolicyControl_Get request to PCF to get new policy rule. However, currently, UE location is not included in this request. See followings:

/* quoted from 23.502 */

5.2.5.4.2
Npcf_SMPolicyControl_Get Service Operation

Service operation name: Npcf_SMPolicyControl_Get
Description: Provides the requested policy to the NF Consumer.
Known NF Consumers: SMF.
Inputs, Required: UE Permanent ID, Request Type (initial or update), Subscription to notification indicator.

Inputs, Optional: None.

Outputs, Required: The requested policy rules of the PDU-CAN session.
Outputs, Optional: None.

See clause 4.3.2.2.1 (step 6b), clause 4.3.2.2.2 (step 9b) for the detail usage of this service operation for SMF. In those steps, the SMF requests default PCC Rules for the PDU Session from PCF/H-PCF
/* end of quote */

Also in the section 4.3.2.2 PDU session establishment procedure, there is no description to include UE location in the message from SMF to PCF.

Proposal 1) Npcf_SMPolicyControl_Get request can include UE location.
For PDU session modification procedure, the way the PCF updates policy rule is to trigger Npcf_SMPolicyConrtrol_UpdateNotify(PCF(SMF). So, in order that PCF determines it requires policy rule update based on the UE location, PCF needs to be notified UE location change. Also, according to the PDU session modification procedure, SMF may trigger Npcf_SMPolicyControl_Get to get new policy rule. But SMF has no idea about the spatial condition set by AF, so relying on SMF request for triggering policy update is not feasible. The only way the PCF determines whether policy rule update is required based on the UE location is that, the PCF needs to subscribe to UE location information to SMF. When the SMF receives N2 SM message, which includes UE location, the SMF notifies to the PCF the UE location and the PCF proceeds accordingly. (Note that IP-CAN session modification indication message from PCEF to PCRF includes UE location information, if available, as specified in TS 23.203) As spatial condition is optional parameter, the subscription to SMF is also optional behaviour.
Proposal 2) PCF subscribes to UE location event to SMF when the PCF sets and stores the AF request for traffic steering. 
Proposal

***** Start of First Change *****
5.2.5.4.2
Npcf_SMPolicyControl_Get Service Operation

Service operation name: Npcf_SMPolicyControl_Get
Description: Provides the requested policy to the NF Consumer.
Known NF Consumers: SMF.
Inputs, Required: UE Permanent ID, Request Type (initial or update), Subscription to notification indicator.

Inputs, Optional: UE location.

Outputs, Required: The requested policy rules of the PDU-CAN session.
Outputs, Optional: None.

See clause 4.3.2.2.1 (step 6b), clause 4.3.2.2.2 (step 9b), clause 4.3.3.2 (step 2) for the detail usage of this service operation for SMF. 

***** End of First Change *****

***** Start of Second Change *****

4.3.6.2
Processing AF requests to influence traffic routeing
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Figure 4.3.6.2-1: Processing AF requests to influence traffic routeing

NOTE 1:
The 5GC functions used in this scenario are assumed to all belong to the same PLMN (HPLMN in non-roaming case or VPLMN in case of a PDU session in LBO mode).
NOTE 2:
AF requests received from an AF located in the HPLMN for local breakout and home routed roaming scenarios are not supported.
1.
The AF creates an AF Traffic steering request. The content of this request is defined in 23.501 [2] clause 5.6.7. The request contains also an AF Transaction Id. In case it subscribes to events related with PDU sessions the AF indicates also where it desires to receive the corresponding notifications (AF notification reporting information).

2.
Depending on the deployment, the AF may send its request via the NEF or supports following functionalities assigned to the NEF in this procedure: Information mapping and transfer of the content of the AF request to the PCF.

2a:
If the request targets an IP UE address (i.e. a specific ongoing session), the AF may send its request directly to the PCF or via the NEF.
2b:
When the request is not for a specific ongoing session, the AF sends its request via NEF.

When required the NEF authenticates the AF and authorizes the AF request.


The NEF may ensure the necessary mapping from the information provided by the AF into information needed by the 5GC, e.g. mapping from AF-Service-Identifier into:

-
a target DNN and slicing information (S-NSSAI).

-
a list of DNAI(s) and routing profile ID(s).

NOTE 2:
The NEF can only derive a list of DNAI(s) from the AF-Service-Identifier when the DNAI(s) being used by the applications are statically defined. When the DNAI(s) where applications are instantiated may vary dynamically then the AF should explicitly provide DNAI(s) and N6 routing information in its request.


The NEF stores AF notification reporting information received from the AF and maps it to NEF notification reporting information intended for PCF(s).

3.
The AF request has to be sent to the relevant PCF(s).

3a
When the AF request targets an individual UE identified by its IP address, one single PCF needs to be involved i.e. the PCF that serves the corresponding PDU session. The selection of the PCF(s) that will receive the AF request is done by the NEF when a NEF is involved or by the AF itself otherwise. The selection of the PCF is described in TS 23.501 [2], clause 6.3

Editors' Note: it is FFS whether the AF Request may correspond to a list IP addresses / IPv6 Prefixed of on-going PDU sessions. If that were the case the request would have to be forked to multiple PCF.

3b
When the AF request targets multiple UE (i.e. a group of UE or all UE having a PDU session associated with the target DNN and S-NSSAI) it may be needed to involve multiple PCF(s). The way for the NEF to provide the content of AF request to all potentially impacted PCF(s) is described in TS 23.501 [2], clause 6.3
4.
The PCF (case 3a) / NEF (case 3b) generates an AF Traffic steering response.

5.
When the AF request is considered as semi-permanent (i.e. does not target an individual IP address / Prefix allocated to an UE) the PCF stores the AF request for usage by future PDU-CAN sessions.
If AF requested temporal or spatial validity condition in the step 1, the PCF stores such condition and determines whether to apply the AF request to the existing PDU-CAN session when the condition is met. 
The PCF can subscribe event of UE location change via Nsmf_EventExposure_Subscribe to the SMF which serves the PDU session associated with the target UE (or group of UE) in order to determine to invoke Npcf_SMPolicyControl_UpdateNotify to the SMF for AF influence traffic steering.
6.
The PCF determines if existing PDU-CAN sessions are impacted by the AF request. For each of these PDU-CAN sessions, the PCF updates the SMF with corresponding new policy rule(s) via a PDU-CAN session modification.

7.
The SMF acknowledges PDU-CAN session modification received from the PCF.

8.
When a policy rule received from the PCF requires it, the SMF may take appropriate actions to reconfigure the User plane of the PDU session such as:

-
Inserting (and configuring) a new UPF in the data path to e.g. act as an UL CL or a Branching Point e.g. as described in clause 4.3.5.2

-
Allocate a new Prefix to the UE (when IPv6 multi-Homing applies)

-
Updating the UPF in the target DNAI with new traffic steering rules
-
Notify the application when a trigger notification has been met. This is further detailed in clause 4.3.6.3.
***** End of Change *****
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